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technology implementation in the environment. SikgE has

Abstract—Following recent advances in sensing and wireless to deal for object identification; unique identitgJID)

technologies, Internet-of-Things (I0T) applications are being
exploited in various fields. The scale of loT systes and the
number of devices that they include has become hugend the
construction of IoT applications is therefore becorng
increasingly challenging. This work proposes a saut framework
as a convenient development interface for Serviceri@nted
Architecture (SOA) scheduling of web-based informaon of loT
applications, called ScriptloT, which is composed fothe loT
fundamental in case of all type of devices integradn and a
scriptable agent. Based on the 10T fundamental clasvarious 10T
devices may be developed and the scriptable agemntables 0T
applications to be configured using scripts. The prposed
ScriptloT framework contributes to large-scale logstic network
applications result from offers both polling and anevent-driven
mechanism for delegating loT applications to the agnt with the
reporting event of the specified device. Experimestherein reveal
that in the proposed ScriptloT framework, the acces time and
CPU loading are slightly greater than those achiewk using
traditional C programming by 3% and 13% respectively, but the
proposed framework exhibits improved flexibility and scalability.

Index Terms—Internet-of-Things (loT), Script Framework,
Event-Driven Mechanism.

l. INTRODUCTION

N recent years, substantial progress has beenimadasing

and wireless technologies, and smart mobile devices
become increasingly popular; these
flourishing of the Internet-of-Things (I0T) indugtr[1].
Research concept of 10T in providing ubiquitousrfeavork in
sensing the environment, basically has to be iategr
seamlessly into human daily life. Therefore the IB&D
cannot be distinguished from the perspective oftspand
spatial area of living environment. City becomesajor target
for IoT R&D implementation, the smart city projettave been
initiated sporadically and involved many sectorduding the
industry. IBM smarter planet [2] is the one of pinent effort
from the industry enable comprehensive frameworkodf
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management becomes an important role for guarartezd
efficiency of loT system. A proposed scheme usiisgriduted
hast table (DHT) to improve the look-up schemerfgoroving
UID management system [3]. The paper deals thd gmotwith
incorporating wireless sensor and actuator networkhe 10T
web based architecture. The basic solution forahiitecture
enables UPnP protocol at the gateway, however téinod
will causing a bottleneck due to the protocol ttatien
between ZigBee and UPnP. Therefore a solution gusin
constrained application protocol (CoAP) is proposad
reduces the congestion at the gateway with satsfac
performance [4]. A challenge of 0T service comfiosiis the
difficulties in extending SOA. A special approachshto be
address for huge number of services including aeatric and
situation aware process. Dealing with such probli@ paper
proposes a new methodology to enable web serviceein
large scale (VLS) IoT system. The VLS system elatex the
design of proposed composition that separatelyndefithe
choreography and orchestration modules (COM) [5].

A large number of sensors that are used in thdi&d used
exclusively form a special function network. Redesd of the
applications, the challenge that must be met blo@nsystem
concerns the diversity of physical objects/devimesvhich the
development and maintenance of the system dependdi &
difficult to unify context of the things. Moreovemplementing

trends drivee tka smart web interface for that case is also naviltproblem

[6]. Hence, an loT must satisfy the following regunents; (a)
it must have a unified APl must be used in the tpraent of
applications; (b) it must be easily ported amorggfptms; (c)
0T systems must be easy to configure [7]. Receatbrowing
research topic on mobile agents to access dataoin |
environment [8], based on the above requiremehis,work
designs a script-based framework, called Scriptlfich is
referred to herein as a form of loT middleware. sThi
middleware allows users with little or no programmi
expertise to develop 10T applications with minimwfiort.
Following improvements in hardware performance dhedast
few years, the scripting language that is utilihedein enables
complex tasks to be carried out in relatively faeps. Herein
the framework that is based on script leads to % YBeater
CPU loading; consumes 3% more time, and consumés 17
more memory than that which uses the C code progaanhit
could simplify the development and maintenance ggscThis
framework proposes the 10T application and contgbuto
large-scale logistic network applications.
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The rest of this paper is organized as follows.ti8ecl which is based on XMPP technology [17], whose ajagilbns
introduces to brief the proposed framework, theviptes can be expanded using Google-developed tools and AP
solutions, the highlighted problems, and a sumn@rghe Service-Oriented Architecture (SOA), establishedd8GI, is
contributions. Section 2 then describes the backytaf IoT based on Java VM [18]. loT Cloud architecture, dase a
and script language for the proposed frameworktN&action combination of Java and some frequently used opencs
3 presents the proposed script framework that cepsthe software, has also been proposed for running cppdications
elements of IoT architecture. Section 4 presestmalation of [19]. A web application framework for 10T that redi on the
the proposed ScriptloT and verifies the feasibilijmd Google Web Toolkit is proposed [20]. This plugirsbd
performance. Moreover, Section 5 proposes the fnariefor framework is visualized and controlled using areagtble user
performance analysis in processing time and theo@ec interface, but has a high development threshold] &s
program. Conclusions are finally drawn in Sectignatbng performance, including code size, has not beeryaedl The

with recommendations for future research. interesting perspective on the management of mefiood
managing resource-constrained loT devices manadeisen
.  BACKGROUND proposed [21]; it involves the use of SNMP and NENF to

The industry initiative in loT research would expex Manage a specific hardware platform, saving RAM B@M
realization of commercial product that instantlyiet humans Put at the cost of lost flexibility and scalability
life. As commercialized product 10T is expecteddliver a 3) Application-based Service-Oriented Architecture (SOA)
new paradigm for consumer electronic. loT applati WED architecture is based mainly on passive reguest
definition can be assumed as unique objects thanemed Cannot hapdle responses from logistic netwqugse;ai time.
through internet to perform information exchangimiject Service-oriented research focuses on optimizing seges

identification, location updating and security ntoring. scheduling or the realization of an Event-Drivenchanism
_ [22]. The I0T network system can be divided intaioas
A.Internet of Things (1oT) sub-systems, forming a hierarchical system strectdthe

Internet of Things (IoT) technology is being impkemed concept of SOA can be applied to the schedulingedf-based
broadly for information technology and industry Apations. information to calculate the shortest processingetiand
Recently top 10 loT commercial products are annednto provide effective and stable real-time responsesmes
give an insight how the consumer electronics trensiow investigations based on Event-Driven Service-Oddnt
approached into the new era. Some of featured loflyzts Architecture (e-SOA) mechanism, have involved dyitam
are: sensing and the event response times of variousection

Pachube: A platform that bridging the application and datgproposed framework monitoring [23].
to be worked together to convey useful informatmthe users. B. Script Language
User can use real-time sensing data provided biyuPaccreate ) )

a connection to a particular application througlwervice [9].  SCTiPt Language is a computer language whose majyope

Mi:ror: A commercial product from Violet a French!S t0 shortep the check of composition, compllat@nnecnon
company providing a smart detection of a particatgect. The and execution. C_ommand codes are_generally diregtyguted
technology is merely developed from Radio Frequendstead of compiled. The programming languagesuaesl to
Identification (RFID) tag that collaborated with arhweb COMPOSe programs for computers. The important mermb a
application [10]. d_escrlpnve Iangl_Jage is to ac_compllsh certa_ln _cmamd tasl_<s

Those functions are enabled by the integration SfMPIlY and rapidly. Accordingly, a description lamge is
management systems that essentially comprised hp,RFUSually simpler than a conventional programmingglage,
Wireless Sensor Networks and Global Positioningteggs SUch as C, C++and Java language. For examplBaste Shell,
(GPS). loT architecture is broadly divided intoetrcategories Which is the most frequently among Unix-like syssgrhas

- sensor networks architecture, middleware architeg and P€en widely implemented in various platforms such a
application-based service-oriented architecture As@1]. GNU/Linux, Mac OS, MS-DOS, Windows and etc., mokt o

These categories are described below with refereoce which are downward-compatible with the older Bougieell.

corresponding script language.
1) Sensor Networks Architecture [ll. PROPOSEDSCRIPTFRAMEWORK
This category of architecture is focused on thegrdtion of Figure 1 presents the proposed loT service architec
perception and network layers. For example, Eladtro which is composed of four parts - Devices, AgentvSes,
Product Code (EPC) is based on RFID as an inteyziglBee Agent Clients and Hosts as applications. The Hoetsuse the
network architecture [12]. With Internet ProtocdP) is Agent Clients to directly access the Agent Serwgrsse the
proposed to Sensor Networks for an All-IP world 81  script to completely define all interactive behasiof the entire
protocol to approach to 10T architecture on thdizafon by group for smart applications. The Hosts can compateiwith
combining the heterogeneous networks [13]. the Agent Servers through the Agent Clients to ivece
2) Middleware Architecture feedback from devices or to drive devices to take
Much research concerning middleware architectuteaiged pre-determined actions and responses. The AgeneiSalso
on widely popular technology [14]-[16], such as WRTUS, provides another interface that is connected té\trent Client,

2327-4662 (c) 2015 IEEE. Personal use is permitted, but republication/redistribution requires IEEE permission. See
http://www.ieee.org/publications_standards/publications/rights/index.html for more information.



This article has been accepted for publication in a future issue of this journal, but has not been fully edited. Content may change prior to final publication. Citation infor|

10.1109/J10T.2015.2483023, IEEE Internet of Things Journal

and can be regarded as an API that can be acdegtieel Host.

Hosts
(Agents Clients)

Smart Living

Fig. 1. loT Service Architecture

Application — Scripts ( Appl h
plication
[ Polling Script ] [ Event-Driven Script ] Layer
_____________________________________ -
Agent Client — Executable API 4 )
[ Fetch Data ] [ Event-Driven Script Register ] [ Device Action ]
[ Agent Server Interface ]
Agent Server — Service Daemon
[ Agent Client Interface ]
Proposed
[ Data Pool ] [ Event-Driven Script Process ] [ Device Action ] Framework
[ Device Interface ]
loT Fundamental Class — Device
[ Agent Server Interface ]
[ Common Property ] [ Report ] [ Action ]
(& J

Fig. 2. loT System Architecture

Device refers to various 10T devices, such as envirental
sensors, GPS receivers, RFID readers and otheish vane
connected to the Agent Server through the netwwhich is
the proxy Agent Server of Host group, is in chavfiganaging
all data feedback from devices in the group androtsxmutual
correlation behaviors. The script can be easilglusalescribe
the check behaviors of the devices in the entiugr For
example, when the RFID reader recognizes a TAGtI@ijll
send out the command to open a door, or when éplart
device moves to a particular position; a particaletion will be
triggered. Figure 2 presents the proposed systehitecture,
whose four parts are as follows.

A.Device

To integrate all 10T devices, a so-called loT fumdatal
class is presented in Figure 3. This class spedifie minimum
necessary support Function. Any |0oT device canxpaeded
for requirement. All IoT devices that are supported the
architecture in this work will be implemented innggliance
with this 10T fundamental class, such that theyloanegistered
and report to the Agent Server.

loT Fundamental Class
Common properties

Device ID/Service Type

Server |P/Port

|
|
Report Enable/Period ‘
|
Description ‘

|
|
|
’ Last Update Time
|

Override/Virtual

‘ Report < Key, Value > ‘

‘ Action < Key, Value > ‘

Fig. 3. 10T Fundamental Class

This class can be divided into two major parts m@wn and
Override/Virtual. The common part defines the prtipe and
configuration of the corresponding 10T devices, tHrase basic
properties must be set for all I0T device categori€he
override part defines the active and passive tygash must
be implemented by various 0T devices. In this waiie
simplest <Key, Value> pair is utilized to procedisfeedback
and saved data. Therefore, data processing with<key,
Value> pair is implemented using the report and dhton
function. The consistent use of <Key, Value> pajngicantly
simplifies the processing mechanism during
implementation, maximizing expansion flexibility.céess of
the <Key, Value> pair
implementation of data pool also leads to rathgh leifficiency.

Definition of data structure, two active and passtypes
function pointers are defined for the overrideldd two device
categories. A unigue function pointer is assigmeeitch device
category, and devices are extended based on theigbe of
objective orientation for 10T device fundamentasd/function
override.

B. Agent Server and Agent Client

As the proxy of host in the group, the Agent Semmrst
implement two interfaces, the 10T device interfered the
Agent Client interface, which are the communicatiaerfaces
for device and host respectively. A sufficientlyga data pool
in the Agent Server to save the report <Key, Valymesir
constantly feedback from the group is
implementation of this data pool is based on asymbus
access to distinguish between the device repotewwri and
Agent Client Fetch read-out, resulting in moreaéfint Agent
Client application without the need to wait for theport
write-in. Since the report data are <Key, Valueigdhe hash
table method can be used to accelerate the acdéss.
following functions are completed by coordinatietween the
Agent Server and the Agent Client.
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Fig. 4. Event-Driven Script Register Flow Chart

Host

Trigger by Device

Device ID, Report Key,
Event-Driven Script File

Agent Client

Agent Server

Event-Driven
Script Register

I —

Event-Driven
Script Process

Save Event Driven
Script To Local

Fig. 5. Signaling flow for Event-Driven Script Retgr

1) Register Event-Driven Script

The purpose of Event-Driven script registration nieds to
enable the host to activate a specified script g Client
registration once the designated <Key, Value> Ween sent
out by the specific device with Agent Client regasion. Figure
4 presents the saving of the Event-Driven scripthgy Agent
Server and its execution when the conditions aasetiwith

the report command are met,
Event-Driven script register presents in Figure 5.
2) Fetch Data

Figure 6 presents the arrival at the Agent Serf/dreo<Key,
Value> pair that is reported by the device andaligg flow for
Fetching Data presents in Figure 7. The pair isdaw the data
pool, and whether the <Key, Value> of this deviaches the
registered report command, as indicated by arfbwn the
figure below will be determined. If it is registdren Agent
server, it will call upon and execute the desigdateript, as

and signaling flow for

Host

) Fetch Data )

Y ) < Key, Value > pair

£ Data Pool

) Event-Driven Script
Process

\V

Local Host to Run
Event-Driven Script

Agent Client

Fetch Data Flow Chart

@

(& '

Device Action

Socket Interface of agent client

Socket Interface of

Arguments
Input

Event-Driven
Script Register

Fig. 6.

Host Agent Client Agent Server
|
Check Register &

<K, V> pool

Execute Event-Driven
Script

Process Device ID
and Report Key

Check <K,V>
data pool

Data Output

Fig. 7. Signaling flow for Fetching Data

Host Agent Client Agent Server
|
Device ID &
Action <K, V>
Check
Device Action

Execute
Device Action

Fig. 8. Signaling flow for Device Action

indicated by arrow2) in the figure. The executed Script, jUstserver. Various groups can be crossed by coordipatveral

like the host, is composed of the API of the Ag€lient. It
differs from the Host only in that the host IP &ekiy,
introduced by the Agent Client of the script, getigrrefers to
the IP address of its Agent Server. Hence, the Agemver
must support the API of the Agent Client in additio its own

Agent Servers by exploiting such flexibility.

Meanwhile, the host can be set the Agent Server IP,
communication port, and a device ID in the groumgists
Agent Client API, to obtain the <Key, Value> thatreported
by that device, obtaining the reported value tloatesponds to

software function. The Agent Server IP address fsat he <Key, Value> using the Fetch Command. In Fégey

designated in the Event-Driven script is not neaelys its
actual IP address: it may be the IP address ohandtgent

arrows(® and®@ indicate the data path.
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TABLE |
AGENT CLIENT API
Agent Client Parameter Note
Argument 1  Agent IP address of the Agent Server.
Server IP

Argument 2 Port Port number of the Agent Server;
default is 5001.

Argument 3 Command FETCH: Get specific data from
Agent Server.
REGISTER: Register the
Event-Driven Script.
ACTION: Directly drive the device
by specified action.

Argument4 ID ID = IDValue: Define ID for the
Device.

Argument5 REPORT REPORT = KEY:

Command = FETCH: Return the
Value that corresponds to the Key.

Command = REGISTER: Trigger
the corresponding Script when the
Agent Server receives the <Key,
Value> from Device.

ACTION = deviceAction:

Command = Action: This
parameter specifies the contents of
the drive.

SCRIPT = ScriptFilePath:
Command = REGISTER: This
parameter specifies the path of the

Event-Driven Script.
CLEAR = [True | False]:
Command = FETCH: This
parameter indicates whether the
<Key, Value> record in the Agent
Server should be cleaned when
received.

Argument6 ACTION

)

2
i
o

lﬁﬁﬂ_' Agent Server 1

N

a
18

=
Groupl

1
2. Fetch Endless

)

2
3,
o

Agent Server 2

N

o]
il
n

Group2

%

Fig. 9. Polling Script Block Diagram Flow Chart

Group 1 Host 1

1. Report

Agent Server | Agent Server 2 Group 2

2. Fetch Endless
Execute Polling Script

3. Action

4. Action

Fig. 10. Flow for Polling Script

_
, | 2.Report 4 Agent Server 1

==s Groupl |

Local Host

1.Register

Group2 |—

_ T

Fig. 11. Event Script Block Diagram

Agent Server 2

Group 1 Agent Server 1 Host 1 Agent Server2  Group 2
Execute Register Script
1. Register
Check Report
2. Report
| 3.Execute Event Driven Script ‘
4. Action
5. Action
Execute Action

Fig. 12. Flow for Event Script

3) Device Action

The Host can use the Agent Client to drive diretttly Agent
Server to perform the designated Action <Key, Valuand
signaling flow for device action presented in Fig8r Table 1
presents the API of Agent Client. The host can comicate
and cooperate with the Agent Server using the petens

C.Host

The application program on the Host is in the fafscript
and the Agent Client must be used as an API tosactee
Agent Server to compose the script. Scripts ofHbst may be
Polling Scripts or Event-Driven scripts on immedgiaand
initiative. When the Host is not directly connectedhe device,
it relies on polling of the Agent Client to determaiall statuses
in the group, as presented in Figure 9, and theasitg flow for
Fetching Data presented in Figure 10. This charatite
greatly reduces the immediacy and initiative ofdbeice in the
group. This work proposes another approach, called
“Event-Driven Script Register”. The Host can regisith the
Agent Service to cause it to execute particulaipscrupon
receiving particular <Key, Value> that are repottgddevices.
The Agent Client must also be installed in the AgBarver
hardware to operate as the API to execute Scripth® Agent
Server. A simple change to the Agent Server IP\easpports
cross-group control, as presented in Figure 11 feowd for
Event Script presented in Figure 12.
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Server.

Agent Server

Fig. 13. Event Script Block Diagram

#!/bin/bash

AGENT_SERVER _IP=192.168.0.100
AGENT_PORT=5001

while [ REG_RESULT I= "true" ]
do
TAG=",/AgentClient SAGENT_SERVER_IP SAGENT_PORT FETCH ID=RFID1
REPORT=TAG CLEAR=TRUE'

if [ STAG == FFFF8888CCCC0000 | || [ STAG == FFFF8888CCCCO005 |; then
OPEN_RESULT="/AgentClient SAGENT SERVER_IP SAGENT_PORT ACTION
ID=DOOR1 ACTION=OPEN"
fi
sleep 1
echo "polling"
done

Fig. 14. Example of Host Polling Script

#1/bin/bash
AGENT_SERVER_IP="127.0.0.1"
AGENT_PORT="5000"

./Device SAGENT_SERVER_IP SAGENT_PORT RFID1 RFID 2 'Front Door RFID' &
./Device SAGENT_SERVER_IP SAGENT_PORT DOOR1 DOOR 0 'Front Door' &

Fig. 15. Device Simulation Script

IV. SYSTEMAPPLICATIONS

The infrastructure and scripts for proposed sinmest will
complete in this section. The registration of theipd on
Host-side, and assign two ports of the interfacesAgent
Server-side to verify the RFID TAG values and thiggger
Event-Driven script to issue door events. In thizrky RFID
TAG access control is difficulty on implementatinsimulate
the proposed ScriptloT and verify the feasibility.

A. Infrastructure

Two laptops are used for simulation, as preseméelgure
14. Laptop A on the left is used to simulate thélRfeader and
the lock on a door, which is connecting to the Adgervice on
that laptop. Laptop B on the right is used to seteithe Host.

B. Polling script

This case is an actual access simulation system.Hidst
continuously polls the TAG values that are scanhgdhe
RFID reader and makes judgments. If the receivqbeted,
then the code unlock the door through the AgerarEli

#1/bin/bash

AGENT_SERVER_IP=127.0.0.1

AGENT_PORT=5001

TAG=$2

echo "key=$1 keyvalue=$TAG"

if [ $TAG == FFFF8888CCCCO000] || [ $TAG == FFFF8888CCCCO005 J; then
OPEN_RESULT="./AgentClient SAGENT_SERVER_IP SAGENT_PORT ACTION

ID=DOOR1 ACTION=OPEN"
fi

Fig. 16. Example of Event-Driven Script

Report Handle=1, Key=TAG, Keyvalue=FFFF8888CCCCO004
RUN ././RFID1.TAG.sh TAG FFFF8888CCCCO004 &

key=TAG keyvalue=FFFF8888CCCCO0O04

Report Handle=1, Key=TAG, Keyvalue=FFFF8888CCCCO8O5 |
RUN ././RFID1.TAG.sh TAG FFFF8888CCCCOOO5 &

key=TAG keyvalue=FFFF8888CCCCO005

len=34

cmdd=st,cmd1=ACTION
CTION,ID=DOOR1,ACTION=0PEN
Send AgentClient Action feedback id=DOOR1,seq=0
Report Handle=1, Key=TAG, Keyvalue=FFFF8888CCCCOO06
RUN ././RFID1.TAG.sh TAG FFFF8888CCCCO006 &

key=TAG keyvalue=FFFF8888CCCCO006

Report Handle=1, Key=TAG, Keyvalue=FFFF8888CCCCAOO7
RUN ././RFID1.TAG.sh TAG FFFF8888CCCCO0O7 &

key=TAG keyvalue=FFFF8888CCCCO007

Report Handle=1, Key=TAG, Keyvalue=FFFF8888CCCCOO00
RUN ././RFID1.TAG.sh TAG FFFF8888CCCCO000 &

key=TAG keyvalue=FFFF8888CCCCO000

len=34

cmdO=st,cmd1=ACTION

IACTION, ID=DOOR1,ACTION=0OPEN

Send AgentClient Action feedback id=DOOR1,seq=1

Fig. 17. Event-Driven Script--Agent Server Runn8geen Capture

1) Host-side

Host-side refers to the script template on the Hostsented
in Figure 14.
2) Device-side
a) The RFID is used to simulate as report functiomovahg the
Reader continuously to report TAG values between
“FFFF8888CCCC0000” and “FFFF8888CCCC0007".
b) Simulate unlocking of the door. The action “OPEMN"supported,
and a beep sound indicates that the door has decked.
c¢) Simulate the script of device, as presented in riéiglb. RFID
reader and door device are simulated, and the eieaicd some literal
descriptions can be set according to the paramiestosv.
3) Agent Server-side

The Agent Server can be activated by simply assgho
two ports of the interface, Port-5000 for all dexdcand
Port-5001 to serve the Agent Client. The Agent 8erv
indicates that two devices are connected and thetsi begun
receiving TAG values.

C.Event-Driven Script

This case is identical to except that the polling of the
Host is replaced with the Event-Driven script. Task of the
Host is just completed following the registratioitloe script,
such that it does not consume anymore operatirguress of
the Host. When the received TAG is one of the ptevalues
“FFFF8888CCCC0000” and “FFFF8888CCCC0005", the
Event-Driven script is triggered to lock the doas. presented
in Figure 16, the <Key, Value> are proposed by Agent
Server to trigger the event. Figure 17, once thé&sTiRat is
reported by the device is a pre-set value FFFF88E3CD000
or FFFF8888CCCCO0005, the Agent Server will triggee
Event-Driven Script, which will send out the comrdao the
Agent Server through the Agent Client to unlock theor.
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TABLE II
COSTPARAMETERS
Parameter Note
Ps Agent Server/Local processing time
Pc Agent Client/Host processing time
a Transmission Delay

—&—(1) Registration Cost

- (2) Fetch Cost

(3) Action Cost

Cost

0.6 0.7

Ratio of Client / Server Processing Time

Fi

g. 18. Cost analysis result of ScriptloT

V.

The architecture that is proposed in this work rsageme
sacrifices to preserve considerable flexibility @xgpandability.
This section assesses the performance in procetisiegas
cost of the ScriptloT Framework and the C code mogthat
are herein.

PERFORMANCEANALYSIS

A. Cost analysis

In order to analysis the cost of each Event-Drigenpt
register, Fetch Data, and Device Action in the pszu
ScriptloT framework. The detailed signaling floware shown
in previous section. Then, the following paramet@esused to
analysis the cost:

By applying the parameter to the, the cost carshosvn as

the following equations: The cost of Register Ev@nten is
2(Ps+ Pc)+2a. Q)
The cost of Fetch Data is
3(Ps+ Pc)+4a. (2)
The cost of Device Action is
(2Pc+Ps)+ 20 3

The computing power or resource of Agent ServerAgeht
Client are different. From the cost analysis inufegyl8, which
shows different ratio of computing power of cliemd server.
Table 2 presents the cost parameters. The Psumadswith

value 1, which means maximum computing power. Th

parametei is neglected is this analysis due to the verielitt
time. Also, the range of Pc is changing from 1 @ Wwhich
means the computing power are from the 100% sanmeRsito
lowest 10% Ps.

The result shows that with higher Ps and Ps rattdch
means the Agent Client is the same computing pomitr
Agent Server, would get loser cost and vice vekéareover,
the cost overhead exists when the computing pofveliemt is
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almost the same with server. The impact of overlpradents
in the implementation section by comparing différevdes.

B. Code performance analysis

To be assessed, the program code must meet attheast
following three criteria.

1) Bulk access to the Agent Server is required tordete
the difference between access by Script througiigent
Client and direct access by the C code program.

The Script and the C code must be used to simulate
overhead associated with the same functions, dtizer
accessing the Agent Server. In this case: the eegrtof
calculating the time difference is considered, &ndode

and script are used to implement this function.

The C code program is obtained by slightly modifythe
source code of the Agent Client to reduce the iffee
between both sides in implementation.

Then, an experiment with the following steps iS@ened:

The Agent Server is activated to simulate 50 Ri€aders,
each reporting one set of TAG values per second.

The C code program and Script Fetch Agent Server ar
activated simultaneously 5000 times.

The performance and resources of the systems are
monitored ten times, once every 1s.

4) When the number activations have reached 5000 tittnes

time difference between the C code program angtsisri
calculated.

2)

3)

1)

3)
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TABLE IlI

CASE 1 SUMMARY TABLE

50 RFID readers 50 RFID readers

50 RFID readers 50 RFID readers

Host Fetch 5000 times -1 Host Fetch 5000times -2  Host Fetch 5000 times -3 Host Fetch 5000 times -4

Ccode /Script C Code Script C Code Script C Code Script C Code Script
Time Elapse -1 (s) 50 52 49 51 53 54 49 50

Time Elapse -2 (s) 49 51 50 51 48 49 50 52

Time Elapse -3 (s) 48 49 49 51 52 53 49 50

CPU loading -1 * 1.31% 1.47% 1.39% 1.59% 1.48% 1.69% 1.50% 1.68%
CPU loading -2 * 1.39% 1.60% 1.24% 1.50% 1.49% 1.65% 1.48% 1.66%
CPU loading -3 * 1.50% 1.69% 1.43% 1.62% 1.38% 1.54% 1.46% 1.65%
Memory Usage -1 ** 576000 1460000 572000 1460000 576000 1460000 560000 1460000
Memory Usage -2 ¥* 568000 1542000 576000 1460000 564000 1460000 576000 1460000
Memory Usage -3 ** 572000 1460000 576000 1460000 576000 1460000 568000 1460000
Average Time Elpase(s) 49.00 50.67 49.33 51.00 51.00 52.00 49.33 50.67
Avearge CPU loading ~ 1.40% 1.59% 1.35% 1.57% 1.45% 1.63% 1.48% 1.66%
Average Memory Usage 572000 1487333 574667 1460000 572000 1460000 568000 1460000

The performance statistics are obtained as deskiribeable
3 with mean time consumption, average CPU loadarg] REFERENCES

memory consumption. And the comparison with Hostl any)
Agent Server, as presented in Figure 19 and FigQreThe
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